[image: image1.jpg]R o & R F
Congressman PREE§ RELEASE
B

ToM PRICE x
P 4

REPRESENTING THE
6TH DISTRICT OF GEORGIA




FOR IMMEDIATE RELEASE                                  CONTACT:     Jim Billimoria

March 28, 2007                                                           PHONE:          (202) 225-4501 or

                                                                                     Jim.Billimoria@mail.house.gov
Price Bill Protects Americans from Identity Theft

Washington, DC – Rep. Tom Price (GA-06-R) issued the following statement after introducing the Data Security Act of 2007 (H.R. 1685) this week.  This legislation will enhance existing protections against data security breaches by applying uniform standards for protection against and disclosure of potential security breaches.

“This is a no-nonsense approach to protecting American families and businesses,” said Price.  “Identity theft and fraud and are all too common in today’s fast-paced, technologically-savvy culture, and we must arm ourselves with the tools necessary to protect our personal security.”

“First and foremost, this security initiative would ensure consumers are notified when their sensitive personal information is stolen.  It would create a uniform standard for identifying a potential security breach and notify an individual when their information may be in jeopardy.  While over 30 states have already tried to address this issue, the confusion over different state laws makes it extremely difficult for businesses and consumers to receive timely notifications and adequate protection.  It is important that a national standard be applied to all institutions which may have access to personal data.  Doing so means providing consumers the right balance of notification when their information is at risk without burying them under a flood of meaningless notices.”

Highlights of the Data Security Act:

· Requires companies and financial institutions to protect the security of sensitive information relating to consumers and to provide notice to consumers of security breaches involving this information.
· Provides a risk-based trigger, based on the Gramm-Leach-Bliley Act, for security breach notification attuned to the likelihood that consumer information that is acquired without authorization will be misused for identity theft or account fraud.
· Requires the Gramm-Leach-Bliley regulators to harmonize their regulations with the details of this bill.
· Includes a national uniformity provision with respect to data security or security breach notification.
· Applies to Federal Agencies that maintain sensitive personal information or sensitive account information.
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